Correspondance

and private practice in all provinces that
have not enacted substantially similar
privacy legislation.

NAPRA has publicly available
guidelines for the protection of an indi-
vidual’s health-related information.’
The guidelines do not permit disclo-
sure of any information to a third party,
such as a commercial data compiler,
where there is a reasonable expectation
that such disclosure would identify the
patient.
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[The authors respond:]

B arbara Wells disagrees with our
statement that potential patient
identifiers are disclosed from pharma-
cies located across Canada." We based
this assertion on the findings of the of-
fice of the Alberta privacy commis-
sioner,” which were in turn largely
based on the testimony of IMS Health;
that organization reported compiling
up to 37 data fields from over 4000
pharmacies across Canada.’ Further-
more, in our survey the pharmacy regu-
latory authorities of British Columbia,
Saskatchewan, Ontario, Prince Edward
Island, and Newfoundland and Labrador
reported that it was permissible to sell
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patient birth date and sex, as well as the
identity of third-party payers.' The evi-
dence is clear that potential patient iden-
tfiers are disclosed from Canadian phar-
macies.

Our thesis is that modern computer
database management allows for per-
sonal health information downloaded
from pharmacies without patient names
and addresses to be subsequently linked
with databases that contain such infor-
mation. We do not state that this link-
age is occurring, only that there is a
danger of it happening. We think it is
best to err on the side of caution when
it comes to the confidentiality of per-
sonal health information.

Wells makes hay out of our state-
ment that we are unaware of a
PIPEDA-based challenge to the selling
of patient information from pharma-
cies. This is to be expected, given that
PIPEDA only came into full force,
with application to pharmacies, on Jan.
1, 2004. The primary reason, though,
is that patients are unaware of the
downloading practices of pharmacies,
and pharmacy pamphlets do not in-
form patients of disclosures to data
compilers.**

Wells contends that members of the
NAPRA are mandated to protect the
interests of patients and not health care
providers. It should be understood by
everyone that allowing pharmaceutical
sales representatives to have access to
physicians’ prescribing histories nega-
tively affects prescribing practices’ and
is detrimental to patient health. Com-
mercial data compilers use physicians’
prescribing histories to profile physi-
cians for the purposes of increasing
drug sales, not in consideration of pa-
tient health.*’

We recommend that NAPRA re-
examine its policies and guidelines in
light of the probable effects of modern
technology on the confidentiality of pa-
tient and physician information held in
trust in Canadian pharmacies.! NAPRA
should put the interests of patients and
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physicians ahead of those of the data
compilation industry.
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Correction

he Health and Drug Alerts article

on Zelnorm' contained 2 errors.
First, the complete description for Zel-
norm is “the serotonin 5-HT4 receptor
partial agonist, tegaserod (Zelnorm).”
Second, the approximate number of
people who will have very serious diar-
rhea is 1 in 2500 (or 0.04%), not 1 in
250 (or 0.4%) as stated in the article.

Reference

1. Wooltorton E. Tegaserod (Zelnorm) for irrita-
ble bowel syndrome: reports of serious diarrhea
and intestinal ischemia. CMA7 2004;170(13):
1908.

DOI:10.1503/cmaj.1041458



